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Two-Factor Authentication for financial data
To help ensure that only authorized users add or edit financial data in 
the CSP, Coupa has introduced two-factor authentication when adding 
and editing legal entity or remit-to records.

Suppliers can go to My Account > Security and Two-Factor 
Authentication to enable two-factor authentication for payment changes 
only or for login and payment changes.

If you Don’t have a Mobile Phone or Tablet: see slide 9

Please Note: Two-Factor Authentication is a mandatory requirement by Coupa.
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If you're setting up new or amending 

Two-Factor Authentication can be found by going 
to your name at the top right-hand side.

Click on your name and a pop up will appear, 
select Account settings

My Account Settings will open

Select Security & Two-Factor Authentication
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Once you have selected Security & Two-Factor 
Authentication, the Two Factor Authentication App 
page opens.

If you have or want to set up the Authentication 
App on your mobile phone, please follow the 
instructions
(you have to have the app open before you can 
scan the QR code)

If you don’t want to use the App and want to use 
SMS click the cancel button.
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You now have the option to set up SMS

Select the option you want for Two-Factor 
Authentication
(Recommended is Enable only for payment 
changes (Required for Legal Entity or Remit-To) 

Tick enable box for SMS
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A pop up box will appear asking for your 
mobile number

Enter you mobile phone number 
remembering to start with +44 
if your in the UK

Click Next
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You should have received a Text message with a 
code

Enter the code in the box

Click ok
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You will have this Pop-up save your Backup Codes

You can use one of the options to save it 
somewhere safe

Once done close it by using the cross in the top 
right-hand corner

Your My Account Security & Two-Factor 
Authentication is now set up

Click the Home Button in the big blue bar to return 
to the Home screen
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If you Don’t have a Mobile Phone or Tablet:

 You can enable multi factor authentication through an authenticator 
app by using a browser extension listed below,

1.  Add the relevant extension to your browser:
2. Google Chrome extension authenticator. For more information, 

see Install Google Authenticator.
3. Mozilla Firefox extension authenticator
4. Microsoft Edge extension authenticator
5.  Add the authenticator to your browser.
6.  Scan the QR code or copy the security key from the CSP page to the 
authenticator extension.
7.  Enter the Two Factor Code 

End

https://chrome.google.com/webstore/detail/authenticator/bhghoamapcdpbohphigoooaddinpkbai
https://support.google.com/accounts/answer/1066447
https://addons.mozilla.org/en-US/firefox/addon/auth-helper/
https://microsoftedge.microsoft.com/addons/detail/authenticator-2fa-client/ocglkepbibnalbgmbachknglpdipeoio
https://authenticator.cc/
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